2008

Back Matter

Follow this and additional works at: https://commons.erau.edu/jdfs

Part of the Computer Law Commons, and the Information Security Commons

Recommended Citation

This Front Matter/Back Matter is brought to you for free and open access by the Journals at Scholarly Commons. It has been accepted for inclusion in Journal of Digital Forensics, Security and Law by an authorized administrator of Scholarly Commons. For more information, please contact commons@erau.edu.
Subscription Information

The Journal of Digital Forensics, Security and Law (JDFSL) is a publication of the Association of Digital Forensics, Security and Law (ADFSL). The Journal is published on a non-profit basis. In the spirit of the JDFSL mission, individual subscriptions are discounted. However, we do encourage you to recommend the journal to your library for wider dissemination.

The journal is published in both print and electronic form under the following ISSN's:

- ISSN: 1558-7215 (print)
- ISSN: 1558-7223 (online)

Subscription rates for the journal are as follows:

- Institutional - Print & Online: $395 (4 issues)
- Institutional - Online only: $295 (4 issues)
- Individual - Print & Online: $80 (4 issues)
- Individual - Online only: $25 (4 issues)

Subscription requests may be made to the ADFSL.

The offices of the Association of Digital Forensics, Security and Law (ADFSL) are at the following address:

Association of Digital Forensics, Security and Law
1642 Horsepen Hills Road
Maidens, Virginia 23102
Tel: 804-402-9239
Fax: 804-680-3038
E-mail: editor@jdfsl.org
Website: http://www.adfsl.org
Announcements and Upcoming Events

6th Australian Digital Forensics Conference 2008 (ADFC2008)

ADFC2008 will be held Monday, December 1st, 2008 at Edith Cowan University, Mount Lawley, Western Australia. The aim of ADFC 2008 is to bring together IT managers, system and network administrators, security specialists, academics, security solutions vendors, practitioners and anyone interested in:

- Computer forensics its role and application
- Techniques in detecting, responding and investigating computer and related security incidents
- Sharing their views, experiences and knowledge with those involved in the computer forensic field

All papers must be submitted via the conference website. For more detailed information regarding submissions requirements, please visit the website at http://scissec.scis.ecu.edu.au/conferences2008


e-Forensics 2009 Conference and International Workshop on e-Forensics Law

Adelaide, South Australia, January 19-21 2009

e-FORENSICS 2009
GENERAL CHAIR
Matthew Sorell
University of Adelaide, Australia
matthew.sorell@adelaide.edu.au
INTERNATIONAL e-FORENSICS LAW WORKSHOP CHAIR
Nigel Wilson
Bar Chambers, Adelaide, South Australia
nigel.wilson@barchambers.com.au
Please contact Matthew or Nigel directly if you have any specific queries regarding the Conference.

e-Forensics 2009 is the Second International Conference on Forensic Applications and Techniques in Telecommunications, Information and Multimedia and will be held in Adelaide, South Australia, from January 19-21, 2009 at the National Wine Centre. E-Forensics 2009 will include:

- an International Technical Program of current issues in e-Forensics
- an International Workshop on e-Forensics Law
- an International commercial exhibition and expo
- a conference dinner at the National Wine Centre, social events and tours of Kangaroo Island and one of South Australia’s wine regions

For further details regarding the conference and the First Calls for Papers for the Technical Program and the International e-Forensics Law Workshop see: http://www.e-Forensics.eu

2009 Conference on Digital Forensics, Security and Law
Vermont USA
May 20-22, 2009


http://www.digitalforensics-conference.org
**Journal of Digital Forensics, Security and Law**  
Volume 3, Number 2  
2008

## Contents

<table>
<thead>
<tr>
<th>Section</th>
<th>Page</th>
</tr>
</thead>
<tbody>
<tr>
<td>Call for Papers</td>
<td>2</td>
</tr>
<tr>
<td>Guide for Submission of Manuscripts</td>
<td>3</td>
</tr>
<tr>
<td>Trends in Virtualized User Environments</td>
<td>5</td>
</tr>
<tr>
<td>Diane Barrett</td>
<td></td>
</tr>
<tr>
<td>Steganography: Forensic, Security, and Legal Issues</td>
<td>17</td>
</tr>
<tr>
<td>Merrill Warkentin, Ernst Bekkering and Mark B. Schmidt</td>
<td></td>
</tr>
<tr>
<td>Data Mining Techniques in Fraud Detection</td>
<td>35</td>
</tr>
<tr>
<td>Rekha Bhowmik</td>
<td></td>
</tr>
<tr>
<td>Analysis of Information Remaining on Hand Held Devices Offered for Sale on the Second Hand Market</td>
<td>55</td>
</tr>
<tr>
<td>Andrew Jones, Craig Valli and Iain Sutherland</td>
<td></td>
</tr>
<tr>
<td>Book Review: The dotCrime Manifesto: How to Stop Internet Crime</td>
<td>71</td>
</tr>
<tr>
<td>Reviewed by Gary C. Kessler</td>
<td></td>
</tr>
<tr>
<td>Subscription Information</td>
<td>75</td>
</tr>
<tr>
<td>Announcements and Upcoming Events</td>
<td>76</td>
</tr>
</tbody>
</table>