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Announcements and Upcoming Events

2009 Conference on Digital Forensics, Security and Law
Burlington, Vermont USA
May 20-22, 2009

http://www.digitalforensics-conference.org

DIGITAL EVIDENCE

The Cyril H. Wecht Institute of Forensic Science and Law’s 9th Annual Conference:
A National Symposium on the Collection, Analysis and Legal Applications of Digital Evidence

Save the date

Oct. 23 and 24, 2009

As more information becomes available, we will contact you at this address.
If you wish to add a different email address, or if this message was forwarded to you and you would like to continue receiving information, please email us at:
digialevidence@duq.edu

To be held at the Duquesne Union Ballroom and Power Center Ballroom, Duquesne University

Featuring presentations and hands-on workshops regarding the collection, analysis and legal applications of digital evidence by:
- digital forensic examiners
- law enforcement officers
- criminal attorneys

This two-day program is intended to offer both practical training to crime scene investigators and laboratory analysts, and a broad grounding in the recognition and prevention of cyber-crime to computer and Internet users, parents and teachers.
LEX INFORMATICA 2009
“Practical application of Cyberlaw in different environments”
South Africa’s Cyberlaw and ICT Conference 2009
Johannesburg, 22 – 24 July 2009

This year’s theme is “Practical application of Cyberlaw in different environments”, companies, individuals or institutions interested in becoming part of this exciting event are welcome to make proposals to the Conference Chair.

Papers will be published in the conference proceedings. Best papers will appear in a special issue of the Journal of Digital Forensics, Security and Law.

Mr Sizwe Snail (Conference Chair)
Tel: + 27 (012) 460 50 90
Fax: +27 (086) 617-5721
E-mail: Sizwes@couzyn.co.za

New ONLINE M.S. in Digital Investigation Management
Champlain College (Burlington, Vermont, USA) is pleased to announce the rollout of an online M.S. in Digital Investigation Management program, starting in September 2009. More information can be found on the Web at http://msdim.champlain.edu or by contacting the program director, Gary C. Kessler, at gary.kessler@champlain.edu or +1 802-865-6460.
20th Annual ACFE Fraud Conference and Exhibition
Las Vegas, Nevada
July 12-19, 2009

Join us in Las Vegas for the world's largest anti-fraud conference & exhibition. The 20th Annual ACFE Fraud Conference and Exhibition is the premier conference attended by more than 2,000 anti-fraud professionals each year and produces more than 80 programs and training sessions in 11 topical tracks.

Your attendance can benefit everyone in your organization, because the ACFE provides:

- **Leading Keynote Speakers**: The ACFE's Annual Fraud Conference hosts the foremost experts in the anti-fraud field who will share their insights and address the key anti-fraud issues relevant to you.

- **Dynamic Educational Options**: Optional pre- and post-conference sessions complement 80 educational sessions on 11 parallel tracks to provide you with the broadest anti-fraud training curriculum available.

- **Professional Development & Career Growth**: The ACFE Career Connection serves as an information hub for career development opportunities and the chance to network with staff and recruiters from the industry’s top companies, providing you the edge in this highly competitive profession.

- **Valuable Networking Opportunities**: Make contacts and exchange ideas with peers and industry leaders during our numerous dedicated networking opportunities.

- **Industry-Leading Anti-Fraud Exhibition**: Tour the Exhibit Hall during the conference, where more than 60 leading anti-fraud vendors come together for this modern-day marketplace.

- **Award Presentations**: ACFE Award recipients share the common belief of contributing significantly to the prevention, detection or investigation of fraud they contribute significantly to the discipline of fraud examination.

- **100 More Reasons Why You Should Attend**
- Learn more at [www.FraudConference.com](http://www.FraudConference.com)!
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