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Announcements and Upcoming Events

New ONLINE M.S. in Digital Investigation Management
Champlain College (Burlington, Vermont, USA) is pleased to announce the rollout of an online M.S. in Digital Investigation Management program, starting in September 2009. More information can be found on the Web at http://msdim.champlain.edu or by contacting the program director, Gary C. Kessler, at gary.kessler@champlain.edu or +1 802-865-6460.
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