2009

Back Matter

Follow this and additional works at: https://commons.erau.edu/jdfsl
Part of the Computer Law Commons, and the Information Security Commons

Recommended Citation
Available at: https://commons.erau.edu/jdfsl/vol4/iss3/7

This Front Matter/Back Matter is brought to you for free and open access by the Journals at Scholarly Commons. It has been accepted for inclusion in Journal of Digital Forensics, Security and Law by an authorized administrator of Scholarly Commons. For more information, please contact commons@erau.edu.
Subscription Information

The Journal of Digital Forensics, Security and Law (JDFSL) is a publication of the Association of Digital Forensics, Security and Law (ADFSL). The Journal is published on a non-profit basis. In the spirit of the JDFSL mission, individual subscriptions are discounted. However, we do encourage you to recommend the journal to your library for wider dissemination.

The journal is published in both print and electronic form under the following ISSN's:

ISSN: 1558-7215 (print)
ISSN: 1558-7223 (online)

Subscription rates for the journal are as follows:

- Institutional - Print & Online: $395 (4 issues)
- Institutional - Online only: $295 (4 issues)
- Individual - Print & Online: $80 (4 issues)
- Individual - Online only: $25 (4 issues)

Subscription requests may be made to the ADFSL.

The offices of the Association of Digital Forensics, Security and Law (ADFSL) are at the following address:

Association of Digital Forensics, Security and Law
1642 Horsepen Hills Road
Maidens, Virginia 23102
Tel: 804-402-9239
Fax: 804-680-3038
E-mail: editor@jdfs1.org
Website: http://www.adfsl.org
Announcements and Upcoming Events

The ADFSL 2010 Conference on Digital Forensics, Security and Law
St. Paul, Minnesota USA
May 19-21, 2010

http://www.digitalforensics-conference.org

announcement: CFP and submission system now available

The conference committee is calling for papers and proposals in, or related to, curriculum, teaching methods, case studies, information technology, the Internet, anti-forensics, counter anti-forensics, International issues, digital rights management, and privacy issues in digital forensics, Security and Law.

The primary audience will include individuals who are interested in developing curriculum and teaching methods as well as conducting research related to the areas of digital forensics, security, and law. This conference will be of value to both academic and practitioner audiences.

The deadline for submissions is midnight EST, 19 February 2010.
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