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Subscription Information

The Journal of Digital Forensics, Security and Law (JDFSL) is a publication of
the Association of Digital Forensics, Security and Law (ADFSL). The Journal
is published on a non-profit basis. In the spirit of the JDFSL mission,
individual subscriptions are discounted. However, we do encourage you to
recommend the journal to your library for wider dissemination.

The journal is published in both print and electronic form under the following
ISSN's:

ISSN: 1558-7215 (print)

ISSN: 1558-7223 (online)
Subscription rates for the journal are as follows:
Print & Online: $395 (4 issues)
Onlineonly: ~ $295 (4 issues)
Individual - Print & Online: $80 (4 issues)
Individual - Onlineonly:  $25 (4 issues)

Institutional

Institutional

Subscription requests may be made to the ADFSL.

The offices of the Association of Digital Forensics, Security and Law
(ADFSL) are at the following address:

Association of Digital Forensics, Security and Law
1642 Horsepen Hills Road

Maidens, Virginia 23102

Tel: 804-402-9239

Fax: 804-680-3038

E-mail: office@adfsl.org

Website: http://www.adfsl.org
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LONGWOOD

U NTV EZRS

Assistant or Associate Professor of
Management Information Systems and Assurance
College of Business and Economics
Full-time, Tenure-track faculty, Position #F0146

The Department of Management Information Systems and Assurance at the Longwood
University College of Business and Economics, a member of the Commonwealth of Virginia
University system, is seeking candidates for a tenure-track/tenure-earning faculty position at
the Assistant or Associate Professor level beginning August 2012. Candidates with leading
expertise in Cyber Security, particularly Digital Forensics, Computer and Network Security,
and/or Information Assurance are sought. The successful candidate must be able to participate
effectively in multidisciplinary research with scientists in Information Systems, Computer
Science and Homeland Security for advancing Cyber Security research at Longwood University,
as well as participate in the advising of students, University/Departmental service, professional
service, and research funding.

A Ph.D. or D.B.A. in Information Systems, Computer Science and/or related area from an ABET-
accredited or AACSB-accredited program is preferred. Practical industry experience and/or
certification are also highly desirable. ABD applicants will be considered if there is strong
evidence that they will complete their degree requirements by August 2012. All applicants
should have an established record of excellent teaching and research.

Founded in 1839, Longwood University is one of the oldest public institutions of higher
education in the Commonwealth of Virginia. Today, Longwood is a coeducational,
comprehensive public institution offering 100 majors, minors, and concentrations to over 4800
students with undergraduate programs in business administration, education and human
services, nursing, the arts and sciences, plus graduate programs in education, communication
sciences and disorders, English, sociology, and an MBA program. Longwood University’s College
of Business and Economics is accredited by AACSB International. For more information see
http://www.longwood.edu/business/.

Commonwealth of Virginia benefits accompany this position. Successful criminal background
check is required. Review of applicants will begin immediately. Applicants should send a letter
of interest, curriculum vita and references to (indicate position #F0146):

Human Resources
Longwood University
201 High Street
Lancaster 212
Farmville, VA 23909
cybersecuritysearch@longwood.edu

In compliance with the Americans with Disabilities Act (ADA), Longwood University will provide,
if requested, reasonable accommodations to applicants in need of accommodations in order to
provide access to the application and/or interview process. You are not required to note the
presence of a disability on your application. If, however, you require accommodations in the
application and/or interview process please contact the Office of Human Resources at 434-395-
2074 or humres@longwood.edu.

A diversified workforce is an important part of our strategic plan. EOE/AA (9/9/11)
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