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Announcements and Upcoming Events

The ADFSL 2011 Conference on Digital Forensics, Security and Law
Richmond, Virginia USA
May 30-31, 2012

http://www.digitalforensics-conference.org

The ADFSL 2012 Conference on Digital Forensics, Security and Law will be hosted by Longwood University and held at the Hyatt House – Richmond West in Richmond, Virginia on 30-31 of May 2012.

The ADFSL Conference on Digital Forensics, Security and Law is a unique and innovative event. It is managed by the Association of Digital Forensics, Security and Law (ADFSL).

The conference focuses on the current and expanding role of digital forensics within investigations and the courts as well as its important role within cyber security - both national as well as corporate. Topics not only include technology and evidence, but also are very much focused on how to prepare students for careers in digital forensics. Curriculum is a very important topic and the new DoD initiative on certification and Centers of Academic Excellence will be very important areas of discourse.

Conference submissions are double blind refereed and provide a forum for high quality research, communication and debate on the subject of digital forensics and directly related fields.
Two Assistant Professors in Computer Forensics. Full time tenure track beginning Fall 2012. Opportunity to join a new, exciting, expanding undergraduate program. The Department of Mathematics, Computer Science and Statistics at Bloomsburg University seeks two individuals to work in its Computer Forensics major. Since its beginning, the Computer Forensics program at Bloomsburg has continually grown in the number of courses offered, the number of students enrolled and the accomplishments of its faculty. The Department seeks individuals who can help this program to continue to advance. A Ph.D. in an appropriate field is required, however ABD may be considered with a one year contingency contract.

Successful candidates will be expected to teach existing courses in the computer forensics major and to develop new courses in computer forensics. The normal teaching load is four courses per semester. The ability to work with a diverse population is essential. They will also advise computer forensics majors. Professional growth through scholarly activities along with departmental and university service are required.

Prior to a final offer of employment, the selected candidate will be required to submit to a background check including, but not limited to, employment verification, educational and other credential verification, and criminal background check. Finalists for this position must communicate well and successfully complete an interview process and teaching demonstration, as judged by the department faculty. Recommendation by the majority of the regular, full-time departmental faculty is necessary for appointment.

A complete application consists of a cover letter, résumé, unofficial graduate transcripts, a statement of teaching experience and philosophy, a statement of research interests and plans for scholarly growth, and three letters of recommendation. Application materials may be submitted via email. References for finalists will be telephoned. Review of complete applications will be ongoing. Those received by 4:30 PM, EST, January 6, 2012 will be assured consideration, however the position will remain open until filled.

Send application materials to
Computer Forensics Search Committee
Department of Mathematics, Computer Science and Statistics
Bloomsburg University of Pennsylvania
400 East Second Street
Bloomsburg, PA 17815

Email applications should be sent to wkrum@bloomu.edu with the subject line Computer Forensics Position.

Bloomsburg University of Pennsylvania is committed to equal educational and employment opportunities for all person without regard to race, religion, gender, age, national origin, sexual orientation, disability or veteran status.
Position# 0806134

The Department of Criminal Justice at the University of Alabama invites applications for a tenure-track position at the rank of Assistant or Associate Professor, whose research is in the area of cybercrime (e.g., internet fraud, cyber bullying, identity theft, crime mapping, computer forensics, etc.). Applicants at the rank of Assistant Professor will be expected to have earned a Ph.D. in Criminology, Criminal Justice, or a related academic discipline prior to the time of appointment, must demonstrate a coherent research program, and the ability to publish in leading academic journals. Applicants at the rank of Associate Professor should have a Ph.D. in Criminology, Criminal Justice, or a related academic discipline, an established record of excellent scholarship, and a record of successful external funding. The Department is housed in the College of Arts and Sciences, and offers B.S. and M.S. degrees in Criminal Justice and a minor in Sociology.

To apply, to go http://facultyjobs.ua.edu and complete the online application. Attach a letter of application, curriculum vitae, and sample publication/writing sample. Three letters of reference must be sent directly to Prof. Mark Lanier, Chair, Department of Criminal Justice, University of Alabama, Box 870320, Tuscaloosa AL 35487-0264. For more information contact Prof. Mark Lanier at mmlanier@as.ua.edu. Review of applications will continue until the position is filled.

Minimum Qualifications: All But Dissertation (ABD) in Criminal Justice, Criminology, or related academic discipline, with research in the area of cybercrime.

Preferred Qualifications: Applicants at the rank of Assistant Professor will be expected to have earned a Ph.D. in Criminology, Criminal Justice, or a related academic discipline prior to the time of appointment, must demonstrate a coherent research program, and the ability to publish in leading academic journals. Applicants at the rank of Associate Professor should have a Ph.D. in Criminology, Criminal Justice, or a related academic discipline, an established record of excellent scholarship, and a record of successful external funding.

The University of Alabama is an Equal Opportunity Affirmative Action Employer. Women and minorities are encouraged to apply.
<table>
<thead>
<tr>
<th>Full Time Faculty Positions in the Areas of Digital Forensics/Information Security and Network Engineering Purdue University</th>
</tr>
</thead>
<tbody>
<tr>
<td>Purdue University's Department of Computer and Information Technology invites applications for faculty positions at the West Lafayette campus beginning in August 2012. The department's mission focuses primarily on teaching, educational scholarship through applied research, and industry/professional engagement. The first position, assistant or associate professor tenure track, is in the area of digital forensics and information security, focusing on live system and network based cyberforensics and cyberforensic tool development with an opportunity that includes curriculum and facilities development. The second position, assistant professor tenure track or assistant clinical professor, is in the network engineering technology area, focused on security and information assurance along with network and system administration in Windows and UNIX environments. Successful candidates must participate in both undergraduate and graduate education assignments. To be considered for a tenure-track position candidates must have an earned doctorate in a relevant field. An earned Masters degree in a related field may be considered for assignment as a clinical faculty professor for the network engineering position. All candidates should have at least two years of full-time, relevant, industrial experience. Prior teaching experience is preferred. A background check is required for these positions. Applications will be reviewed starting March 9, 2012 until the position is filled. Applicants should electronically submit a detailed resume with a letter of application, curriculum vitae, a sample of scholarly publication and other supporting documentation including the names, addresses, and telephone numbers of five references, and academic transcripts to Professor Jeff Brewer (<a href="mailto:jbrewer@purdue.edu">jbrewer@purdue.edu</a>). Documents may be accepted to CIT Search and Screen Committee, Department of Computer and Information Technology, Purdue University, Knoy Hall of Technology, Room 255, 401 N. Grant Street, West Lafayette, IN 47907-2021. Questions should be directed to Professor Jeff Brewer at phone (765) 494-4545, or via <a href="mailto:jbrewer@purdue.edu">jbrewer@purdue.edu</a>. Purdue University is an equal access/equal opportunity, affirmative action employer.</td>
</tr>
</tbody>
</table>
CALL FOR PAPERS

ICDF2C 2012
Third ICST International Conference on Digital Forensics and Cyber Crime
Purdue University, West Lafayette Indiana USA, 24 - 26 October, 2012
http://www.d-forensics.org

SCOPE: The Internet has made it easier to perpetrate crimes by providing criminals an avenue for launching attacks with relative anonymity. The increased complexity of the communication and networking infrastructure is making investigation of the cybercrimes difficult. Clues of illegal activities are often buried in large volumes of data that needs to be sifted through in order to detect crimes and collect evidence.

The field of digital forensics and cybercrime investigation has become very important for law enforcement, national security, and information assurance. This is a multidisciplinary area that encompasses law, computer science, finance, telecommunications, data analytics, and policing. This conference brings together practitioners and researchers from diverse fields providing opportunities for business and intellectual engagement among attendees.

We are providing a venue that not only offers chances for networking, but also high-quality training opportunities through expert speakers and tutorials on basic and advanced forensic techniques and methods of cybercrime investigation. This ICST conference is endorsed by EAI and organized in cooperation with Purdue University and the Center for Education and Research in Information Assurance and Security (CERIAS).

RESEARCH PAPERS: Papers describing original unpublished research are solicited. Submissions must not be concurrently under review by a conference, journal or any other venue that has proceedings.

SUBMISSION INSTRUCTIONS: Paper submission will be handled electronically. Papers must be formatted using Springer LNICST Authors' Kit (http://d-forensics.org/authorskit.shtml) and submitted only through the Assyst conference management system following the instructions that can be found in the conference web site (http://d-forensics.org/submissiondetails.shtml).

All submitted papers will be judged based on their quality through *double-blind* reviewing. Authors' names must not appear in the paper.

All other submissions should be sent via email to the conference general chair (rogersmk@purdue.edu)

PUBLICATIONS: Accepted papers will be published in the ICDF2C 2012 Conference Proceedings and by Springer-Verlag in the Lecture Notes of the Institute for Computer Sciences, Social-Informatics and Tele-communications Engineering (LNICST) series.

Extended versions of selected papers from the conference will be invited for publication in a special issue of the Journal of Digital Forensics, Security and Law.

IMPORTANT DATES
Paper Submission:        June 1, 2012
Notification of Acceptance:   August 1, 2012
Camera-ready Version:   September 1, 2012

ICDF2C is endorsed by the European Alliance for Innovation (EAI)
ICDF2C is sponsored by ICST with the technical cooperation of Create-Net
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