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Announcements and Upcoming Events

6th International Conference on Digital Forensics & Cyber Crime

September 18-20, 2014
Omni Hotel
New Haven, Connecticut, United States
http://d-forensics.org/2014/show/home

Endorsed and organized by the European Alliance for Innovation (EAI), the 6th International Conference on Digital Forensics & Cyber Crime is co-hosted with the Systematic Approaches to Digital Forensic Engineering (SADFE). The SADFE International Workshop promotes systematic approaches to computer investigations, by furthering the advancement of digital forensic engineering as a disciplined practice.

The Internet has made it easier to perpetrate crimes by providing criminals an avenue for launching attacks with relative anonymity. The increased complexity of the communication and networking infrastructure is making investigation of the cybercrimes difficult. Clues of illegal activities are often buried in large volumes of data that needs to be sifted through in order to detect crimes and collect evidence.

The field of digital forensics and cybercrime investigation has become very important for law enforcement, national security, and information assurance. This is a multidisciplinary area that encompasses law, computer science, finance, telecommunications, data analytics, and policing. This conference brings together practitioners and researchers from diverse fields providing opportunities for business and intellectual engagement among attendees.

Keynotes for 2014 to include:
- Dr. Henry Lee, University of New Haven
- Douglas White, Computer Scientist - NIST (Leader of the National Software Reference Library project)

Notification and Registration opens July 30, 2014
For more information, please visit http://d-forensics.org/2014/show/home
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