2015

Back Matter

Follow this and additional works at: https://commons.erau.edu/jdfsl

Part of the Computer Law Commons, and the Information Security Commons

Recommended Citation
Available at: https://commons.erau.edu/jdfsl/vol10/iss4/14
Subscription Information

The Journal of Digital Forensics, Security and Law (JDFSL) is a publication of the Association of Digital Forensics, Security and Law (ADFSL). The Journal is published on a non-profit basis. In the spirit of the JDFSL mission, individual subscriptions are discounted. However, we do encourage you to recommend the journal to your library for wider dissemination.

The Journal is published in both print and electronic form under the following ISSN's:

- ISSN: 1558-7215 (print)
- ISSN: 1558-7223 (online)

Subscription rates for the journal are as follows:

<table>
<thead>
<tr>
<th>Category</th>
<th>Print:</th>
<th>Online:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Institutional</td>
<td>$395 (4 issues)</td>
<td>Open Access</td>
</tr>
<tr>
<td>Individual</td>
<td>$80 (4 issues)</td>
<td>Open Access</td>
</tr>
</tbody>
</table>

Subscription requests may be made to the ADFSL.

The office of the Association of Digital Forensics, Security and Law (ADFSL) is located at the following address:

Association of Digital Forensics, Security and Law
4350 Candlewood Lane
Ponce Inlet, Florida 32127
Tel: 804-402-9239
Fax: 804-680-3038
E-mail: office@adfsl.org
Website: [http://www.adfsl.org](http://www.adfsl.org)
## Contents

**Call for Papers** .......................................................................................................................... 2

**Guide for Submission of Manuscripts** ......................................................................................... 2

**From the Editor-in-Chief** .......................................................................................................... 5

**Factors Influencing Digital Forensic Investigations: Empirical Evaluation of 12 Years of Dubai Police Cases** .................................................................................................................. 7

Ibtesam Al Awadhi, Janet C Read, Andrew Marrington and Virginia N. L. Franqueira

**Tracking and Taxonomy of Cyberlocker Link Sharers Based on Behavior Analysis** ................. 17

Xiao-Xi Fan and Kam-Pui Chow

**Data Extraction on MTK-Based Android Mobile Phone Forensics** ........................................... 31

Joe Kong

**Cyber Black Box/Event Data Recorder: Legal and Ethical Perspectives and Challenges with Digital Forensics** ......................................................................................................................... 43

Michael Losavio, Pavel Pastukov and Svetlana Polyakova

**PLC Forensics Based on Control Program Logic Change Detection Works** .................................. 59

Ken Yau and Kam-Pui Chow

**Forensic Acquisition of IMVU: A Case Study** ............................................................................ 69

Robert van Voorst, M-Tahar Kechadi and Nhien-An Le-Khac

**Exploring the Use of PLC Debugging Tools for Digital Forensic Investigations on Scada Systems** ................................................................................................................................. 79

Tina Wu and Jason R.C. Nurse

**Open Forensic Devices** ............................................................................................................. 97

Lee Tobin and Pavel Gladyshev

**The Use of Ontologies in Forensic Analysis of Smartphone Content** ........................................ 105

Mohammed Alzaabi, Thomas Anthony Martin, Kamal Taha and Andy Jones

**Project Maelstrom: Forensic Analysis of BitTorrent-Powered Browser** .................................... 115

Jason Farina, M-Tahar Kechadi and Mark Scanlon

**Subscription Information** ......................................................................................................... 125