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Call for Papers 
 

 

The Journal of Digital Forensics, Security and Law has an open call for papers in, or related to, 
the following subject areas: 

1) Digital Forensics Curriculum 
2) Cyber Law Curriculum 
3) Information Assurance Curriculum 
4) Digital Forensics Teaching Methods 
5) Cyber Law Teaching Methods 
6) Information Assurance Teaching Methods 
7) Digital Forensics Case Studies 
8) Cyber Law Case Studies 
9) Information Assurance Case Studies 
10) Digital Forensics and Information Technology 
11) Law and Information Technology 
12) Information Assurance and Information Technology

 
Guide for Submission of Manuscripts 

 
Manuscripts should be submitted through the JDFSL online system in Word format using the 
following link http://commons.erau.edu/jdfsl/submission-guidelines.html. If the paper has been 
presented previously at a conference or other professional meeting, this fact, the date, and the 
sponsoring organization should be given in a footnote on the first page. Articles published in or 
under consideration for other journals should not be submitted. Enhanced versions of book 
chapters can be considered. Authors need to seek permission from the book publishers for such 
publications. Papers awaiting presentation or already presented at conferences must be 
significantly revised (ideally, taking advantage of feedback received at the conference) in order to 
receive any consideration. Funding sources should be acknowledged in the Acknowledgements 
section. 

The copyright of all material published in JDFSL is held by the Association of Digital Forensics, 
Security and Law (ADFSL). The author must complete and return the copyright agreement before 
publication. The copyright agreement may be found at http://commons.erau.edu/jdfsl/submission-
guidelines.html.  

Additional information regarding the format of submissions may be found on the JDFSL Web site 
at http://commons.erau.edu/jdfsl/submission-guidelines.html.  

 
 

 

 

 

 



  JDFSL V11N4 

© 2016 ADFSL  Page 3 

 

 

Contents 

 
Call for Papers ............................................................................................................................2 
Guide for Submission of Manuscripts  .....................................................................................2 
Bloom Filters Optimized Wu-Manber for Intrusion Detection ..............................................5 
Monther Aldwairia, Koloud Al-Khamaisehc, Fatima Alharbib and Babar Shah 
The 2016 Analysis of Information Remaining on Computer Hard Disks offered for Sale 
on the Second Hand Market in the UAE ................................................................................23 
Thomas Anthony Martin, Andy Jones, and Mohammed Alzaabi 
Leveraging the Windows Amcache.hve File in Forensic Investigations ..............................37 
Bhupendra Singh and Upasna Singh 
A Survey of Social Network Forensics ....................................................................................55 
Umit Karabiyik, Muhammed Abdullah Canbaz, Ahmet Aksoy, Tayfun Tuna, Esra Akbas,  
Bilal Gonen, Ramazan S. Aygun 
The Impact of MD5 File Hash Collisions on Digital Forensic Imaging .............................129 
Gary C. Kessler 
The Impact of SHA-1 File Hash Collisions on Digital Forensic Imaging: A Follow-Up 
Experiment ..............................................................................................................................139 
Gary C. Kessler 
A New Distributed Chinese Wall Security Policy Model ....................................................149 
Saad Fehis, Omar Nouali, and Mohand-Tahar Kechadi  
Subscription Information  ..................................................................................................... 169 

 

  



JDFSL V11N4  

Page 4   © 2016 ADFSL 

 
 


	Front Matter
	Recommended Citation

	Front Matter

