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Over the past few months there's been much ado over alleged espionage and security violations within at least one United States (US) national laboratory--that at Los Alamos in New Mexico. Some analysts, government officials, and legislators within and outside the US have declared these allegations--if proven--to be one of the direst intelligence shortfalls ever to have been experienced by the US. In actuality, the allegations--if proven--suggest two significant fallacies about personnel security and counterintelligence programs as we enter the 21st century.

First, the programs are based on the premise that they can identify traitors and traitors-to-be at a better-than-chance level. It is also assumed that this level is higher than what would be the case if there were no such programs and identification occurred serendipitously. (A more conservative assumption might be that even a chance or below-chance level afforded by the programs would be valuable if without such programs the resulting level would be even further below chance.) Yet empirical data bearing on these assumptions--at least in the unclassified world--are lacking. Even classified data--if they exist--supporting these assumptions might be suspect, given the view of many scientists that so-called "open research" amenable to peer review of the most diverse nature often results in superior quality to "closed research." Given that the resources for personnel security and counterintelligence programs could be better employed elsewhere--if such programs turn out to be ineffective--the hue and cry about better and tighter security at Los Alamos might be specious at the least.

Second, what information truly needs to be guarded? Although many intelligence experts--usually for nonattribution--discount the threat of losing mountains of classified political, social, and economic analyses, many cite the loss of classified nuclear weapons design and specifications data as the worst of all tragedies. Well, the worst of all tragedies may have happened and what are the tragic consequences? Perhaps they are unknowable. And if consequences are unknowable, why are programs being directed to stop the unknowable from occurring? If consequences are knowable and tragic, where and what are they? Perhaps "open skies" policies promulgated by some officials of the first Eisenhower administration--concerning nuclear weapons and, by extension, other sensitive matters--bear another look in the present context. These policies suggest that security can be enhanced if knowledge is available and shared among allies, neutrals, and adversaries.